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Installation de base de GLPI
Préparation de la machine :

GLPI tournera sur Debian 12. Il s'agit de la oldstable, donc une version abouti et doté de mises a jours
de sécurités. Le choix de Linux correspond a un besoin que le serveur fonctionne et soit stable.

Installation des prérequis de GLPI

Mettre a jours le serveur :

sudo apt-get update && sudo apt-get upgrade |

Installer apache et php (web) ainsi que MariaDB (BDD) :

sudo apt-get install apache2 php mariadb-server

Toutes les extensions demandé par GLPI :

sudo apt-get install php-xml php-common php-json php-mysql php-mbstring php-curl
php-gd php-intl php-zip php-bz2 php-imap php-apcu php-1ldap

Préparation de MariaDB

Configuration de MariaDB :

etudiant@debian:~$ sudo mysql_secure_installation
Enter current password for root (enter for none):
Switch to unix_socket authentication [Y/n] Y
Change the root password? [Y/n] n

Remove anonymous users? [Y/n] Y

Disallow root login remotely? [Y/n] Y

Remove test database and access to it? [Y/n] Y

Reload privilege tables now? [Y/n] Y




Création de la base de données pour GLPI :

sudo mysql -u root -p

CREATE DATABASE epoka_glpi_2025;

GRANT ALL PRIVILEGES ON techinov_glpi_2025.* TO glpi_adm@localhost IDENTIFIED BY
"etudiant_007";

FLUSH PRIVILEGES;

EXIT

Telécharger GLPI et préparer son installation

Récupéré le lien de téléchargement de la derniére version stable de GLPI :


https://github.com/glpi-project/glpi/releases/

10.0.19

This is a security release, upgrading is recommended

This release fixes a few security issues that have been recently discovered. Update is recommended!
You can download the GLFI 10.0.19 archive on GitHub.
You will find below the list of security issues fixed in this bugfixes version:

« [SECURITY - MODERATE] Stored XS5 on projects kanban (CVE-2025-27514)

« [SECURITY - LOW] Blind SSRF in RSS feeds and planning (CVE-2025-52567)

« [SECURITY - MODERATE] X55 and open redirection in planning (CVE-2025-52897)

= [SECURITY - MODERATE] Mail receiver credentials exfiltration (CVE-2025-53008)

« [SECURITY - MODERATE] Reservations modification by unauthorized user (CVE-2025-53357)

« [SECURITY - LOW] Access to unallowed items information through external links (CVE-2025-53113)
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Téléchargement de l'archive :

cd /tmp
wget https://github.com/glpi-project/glpi/releases/download/10.0.19/glpi-
10.0.19.tgz

Extraction de I'archive :




sudo tar -xzvf glpi-10.0.19.tgz -C /var/www/

Attribution des bonnes permissions :

sudo chown www-data /var/www/glpi/ -R

Migration de certain fichiers de GLPI pour des raisons de sécurité:

sudo mkdir /etc/glpi
sudo chown www-data /etc/glpi/
sudo mv /var/www/glpi/config /etc/glpi

sudo mkdir /var/1lib/glpi
sudo chown www-data /var/lib/glpi/
sudo mv /var/www/glpi/files /var/1lib/glpi

Création d'un dossier de logs

sudo mkdir /var/log/glpi
sudo chown www-data /var/log/glpi

Créations des fichiers de configurations:

sudo nano /var/www/glpi/inc/downstream.php

<?php

define('GLPI_CONFIG_DIR', '/etc/glpi/');

if (file_exists(GLPI_CONFIG_DIR . '/local_define.php')) {
require_once GLPI_CONFIG_DIR . '/local_define.php';

sudo nano /etc/glpi/local_define.php

Préparer la configuration Apache?2

Configuration de base :



sudo nano /etc/apache2/sites-available/techinov_glpi.conf

<VirtualHost *:80>
#ServerName # Mettre le nom de dommaine ici si besoin

DocumentRoot /var/www/glpi/public

<Directory /var/www/glpi/public>
Require all granted

RewriteEngine On

RewriteCond %{REQUEST_FILENAME} !-f
RewriteRule A(.*)$ index.php [QSA,L]
</Directory>
</VirtualHost>

sudo a2ensite techinov_glpi.conf

sudo a2dissite 000-default.conf

sudo a2enmod rewrite

Optimisation de apache?2 et PHP:

sudo apt-get install php8.2-fpm

sudo a2enmod proxy_fcgi setenvif
sudo a2enconf php8.2-fpm
sudo systemctl reload apache2

sudo nano /etc/php/8.2/fpm/php.ini

; Whether or not to add the httpOnly flag to the cookie, which makes it
; 1naccessible to browser scripting languages such as JavaScript.




; https://php.net/session.cookie-httponly
session.cookie_httponly = on

sudo systemctl restart php8.2-fpm.service

sudo nano /etc/apache2/sites-available/techinov_glpi.conf

<VirtualHost *:80>
#ServerName # Mettre le nom de dommaine ici

DocumentRoot /var/www/glpi/public

<Directory /var/www/glpi/public>
Require all granted

RewriteEngine On

RewriteCond %{REQUEST_FILENAME} !-f
RewriteRule A(.*)$ index.php [QSA, L]
</Directory>

<FilesMatch \.php$>
SetHandler "proxy:unix:/run/php/php8.2-fpm.sock|fcgi://localhost/"

</FilesMatch>
</VirtualHost>

Installation de GLPI lui méme

Si tout c'est bien passé, la page suivante apparais :
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Q lpi GLPI SETUP

Sélectionnez votre langue

Frangais v

0K >




Choisissez installer :

O Non sécurisé

Glpi

Début de l'installation

Choisissez 'Installation’ pour une nouvelle installation de GLPI.
Choisissez 'Mise a jour' pour lancer la mise a jour de votre version de GLPI a partir d'une

version antérieure.
Installer & Mettre & jour B

Si toutes les prérequis ont bien été installé, tout devrais étre vert :



GLPI SETUP

Etape O
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Sélectionner la bonne base de données :



{1 Non sécurisé o~

[ ]
6 lpl GLPI SETUP

Etape 2

Test de connexion a la base de données

» Connexion a la base de données réussie

Veuillez sélectionner une base de données :

Créer une nouvelle base ou utiliser une base existante :

‘ @® epoka_glpi_2025

GLPI SETUP

Etape 3
Initialisation de la base de données.

0K - La base a bien éte initialisee

Continuez les différents écrans :
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& Non

Glpi

Etape 4

Récolter des données

B Envoyer "statistiques d'usage”

MNous avons besoin de vous pour améliorer GLPI et son écosystéme de plugins !

Depuis GLPI 9.2, nous avons introduit une nouvelle fonctionnalité de statistiques appelée "Télémétrie”, qui
envoie anonymement, avec votre permission, des données a notre site de télémétrie.

Une fois envoyées, les statistiques d'usage sont agrégées et rendues disponibles a une large audience de
développeurs GLPI.

Dites-nous comment vous utilisez GLPI pour que nous améliorons GLPI et ses plugins !

Reférencez votre GLPI

5, sl vous appreciez GLPI et sa communaute, prenez une minute pour réferencer votre organisation en
remplissant le formulaire suivant

11



A Non s

Q lpi GLPI SETUP

Etape 6

L'installation est terminee

Les identifiants et mots de passe par défaut sont :

glpifglpi pour le compte administrateur
tech/tech pour le compte technicien
normal/normal pour le compte normal
post-only/postonly pour le compte postonly

Vous pouvez supprimer ou modifier ces comptes ainsi que les donnees initiales.

wlr Utiliser GLPI

Bienvenu sur la page de connexion :
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GLPI

Connexion a votre compte

Identifiant
glpi

Mot de passe

senw

Source de connexion

Base interne GLPI v

| Se souvenir de moi

Se connecter

GLPI Copyright (C) 2015-2025 Teclib' and contributors

Suppression du fichier d'installation :

sudo rm /var/www/glpi/install/install.php

Changez des mots de passes pour chaque compte par défaut :

n = Pour des raisons de sécurité, veuillez changer le mot de passe par défaut pour le(s) utilisateur(s) :
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